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5. All organizations should implement their business continuity and pandemic plans, or put plans in place if they 
do not exist. Delaying implementation is not advised and puts at risk the viability of the business and the 
health and safety of the employees. 

 
6. In the modern economy, reliance on technology and just-in-time supply chains means that certain workers 

must be able to access certain sites, facilities, and assets to ensure continuity of functions. 

 
7. Government employees, such as emergency managers, and the business community need to establish and 

maintain lines of communication. 

 
8. When government and businesses engage in discussions about critical infrastructure workers, they need to 

consider the implications of business operations beyond the jurisdiction where the asset or facility is located. 
Businesses can have sizeable economic and societal impacts as well as supply chain dependencies that are 
geographically distributed. 

 
9. Whenever possible, jurisdictions should align access and movement control policies related to critical 

infrastructure workers to lower the burden of workers crossing jurisdictional boundaries. 

 
 

IDENTIFYING ESSENTIAL CRITICAL INFRASTRUCTURE WORKERS 

The following list of sectors and identified essential critical infrastructure workers are an initial recommended set and 

are intended to be overly inclusive reflecting the diversity of industries across the United States. CISA will continually 

solicit and accept feedback on the list (both sectors/sub sectors and identified essential workers) and will evolve the 

list in response to stakeholder feedback. We will also use our various stakeholder engagement mechanisms to work 

with partners on how they are using this list and share those lessons learned and best practices broadly. We ask that 

you share your feedback, both positive and negative on this list so we can provide the most useful guidance to our 

critical infrastructure partners.  Feedback can be sent to CISA.CAT@CISA.DHS.GOV. 
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